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MaBa 1. O6uwMe NnonoXxKeHus

1.

Hactoswaa [lMonutnka  0b6paboTkm
nepcoHasnbHbIX AdaHHbiX ("MonuTtuka")
padpabotaHa B  COOTBETCTBUM  C
TpeboBaHUsAMM 3aKOHOAATeNbCTBA
MexayHapoaHOro (bMHaHCOBOIro LieHTpa
"ActaHa" ("MOLA") B 0bnactu 3awmThl
[AAHHbIX N BHYTPEHHUMUN HOPMATUBHbLIMM
AOKYMeHTaMu  [y6nnyHoM  KoMnaHum
Freedom Finance Global PLC
("Komnanua").

2. B Hactosiwen Monutuke wCnonb3ytoTcs

OCHOBHble MOHATMSA W  COKpaLLeHus,
npenycMoTpeHHble NMPUMEHUMbIM
3aKOHOAATENbCTBOM, BHYTPEHHUMMU
HOpPMATMBHbLIMU AOKYMEHTaMu
KoMnaHuu, a Takxke cnegyowme

YC/NOBHbIE 0603HayeHus:

1) lMepcoHanbHble AaHHble — ntobas
WHpOpMaumMsa,  OTHOCAWAACH K
onpeaeneHHoMy Nnm
onpeaensieMoMy Ha OCHOBE TaKOM
nHbopMaumm  pusnyeckomy nuuy,
3a(pMKCMpPOBaHHAas Ha 3N1EKTPOHHOM,
6yMaXKkHOM n (nnn) NHOM
MaTepuanbHOM HOCUTENE;

2) CybvekT MO — dusmyeckoe nmuo,
KOTOpOE npsAMO WM KOCBEHHO
onpeaeneHo wauM onpegensieMo C
NOMOLLbIO [epCoHanbHbIX AAHHbIX;

3) KoHdbumaeHumnanbHble na -
lNepcoHanbHble AaHHblE,
pacKpblBalWye  pacoBoe nnm
3THUYecKoe NPOUCXOXAEHWE,
obLWwmHHoe NPOUCXOXAEHWE,
NOMTUYECKME MPUCTPaAcTUS  nnu
B3rNsiabl, pennrno3Hole nnm
dunocodckme ybexaeHus,

CYAMMOCTb, YSIEHCTBO B Npodcotose,
300pPOBbE UM CEKCYaNbHYIO >XW3Hb,
nnbo cBeAeHms, Kacatowmecs nx Kak
NpsSIMO, TaK M KOCBEHHO;

4) Komuccap — u3nyeckoe nvuo,
Ha3Ha4YeHHoe B kayecTBe Komuccapa

Chapter 1. General provisions

1. This Policy on Personal Data
Processing (the "Policy") has been
developed pursuant to the
requirements of the Astana
International Financial Centre (the
"AIFC") data protection legislation
and internal regulatory
documents of Freedom Finance
Global PLC (the "Company").

2. This Policy uses main definitions
and abbreviations provided for by
the applicable legislation, internal
regulatory documents of the
Company as well as the following
terms and definitions:

1) Personal Data - any
information relating to a
certain individual or an

individual identifiable based
on such information recorded
on electronic, paper and (or)
other tangible media;

2) Personal Data Subject — an
individual directly or indirectly
identified or identifiable based
on the Personal Data;

3) Sensitive Personal Data — the
Personal Data revealing or
concerning, directly or
indirectly, racial or ethnic
origin, communal origin,
political affiliations oropinions,
religious  or philosophical
beliefs, criminal record, trade
union  membership, and
health orsex life;

4) Commissioner — an individual
appointed as the



no 3awmte AaHHbIX (Commissioner
of Data Protection) B cooTBeTCTBUM
¢ lNonoxeHvem No 3awmTe AaHHbLIX
N2 10, npuHsaTbIM MOLLA 20 aekabps
2017 ropa;

5) JlnueHsnsa — JinueHsma N2 AFSA-A-

LA-2020-0019 ot 20 mas 2020 roaa
Ha OCyLWEeCTBIEHNE perynnpyembix
BMOOB AeATeNbHOCTW, BblAaHHas
Komnannn Komutetom MOLIA no
perynmpoBaHuiO (UHAHCOBbLIX YCNYT.

lMonunTtuka ycraHaBIMBaET:

1)

2)

3)

MPUHLIMMBI
MepcoHanbHbIX AaHHbIX;

06paboTku

uenu " CPOKM
MepcoHanbHbIX AaHHbIX;

06paboTku

Knaccupukaumio lNepcoHanbHbIX
AaHHbIX 1 CybbekTos M/;

4) npoueaypy yseaoMmneHus CybbekTa

5)

na o] CBefleHUsIX,
naeHTudunumpyrowmx Komnanuoo, u
WHbIX CBEAEHUSX;

npoueaypy BeAeHusl 3anucen no
ornepauusim, KacaroLumMmcst
06paboTkn NepcoHanbHbIX AAHHbIX,
CoBepLLEHHbIM KoMMnaHunen unm otee
NMEHN;

6) nopsaaok yBeaomneHust Komuccapa 06

onepaumsx no obpaboTtke
KoHduaeHunanbHblx T W WMHbIX
onepaumax c  [lepcoHanbHbIMK

AaHHbIMU.

Fnasa 2. MpuHuMnbl 06paboTkmn
MepcoHanbHbIX AAHHbIX

1.

KomnaHus

obpabaTbiBaeT

lNepcoHanbHble AaHHblE B COOTBETCTBUMU
C npuHUunnamMn cnpaBensinBoCTH,
3aKOHHOCTU U 6e30nacHOCTW.

Commissioner of Data
Protection in accordance with
Data Protection Regulations
No.10 adopted by the AIFC on
20 December 2017;

5) License — License No. AFSA-A-
LA-2020-0019 dated 20 May
2020 for carrying on regulated

activities issued to the

Company by the Astana

Financial Services Authority.

3. The Policy establishes the
following:

1) principles of Personal Data
processing;

2) purposes and period of
Personal Data processing;

3) classification of Personal Data
and Personal Data Subjects;

4) procedure for notifying the
Personal Data Subject about
the Company identification
information and other details;

5) procedure for recordkeeping of
operations related to the
Personal Data processing
carried out by the Company or
on its behalf;

6) procedure for notifying the
Commissioner about the
operations on the processing
of Sensitive Personal Data and
other Personal Data
operations.

Chapter 2. Principles of Personal

Data processing

1. The Company processes the
Personal Data in accordance with
the principles of fairness,
lawfulness and security.



lNepcoHanbHble
obpabaTtbiBatoTcas  KomnaHuen — ans
OnpeaeneHHblX, $SBHbIX W  3aKOHHbIX
ueneM B COOTBETCTBMM C MpaBaMu
Cybbekta Tl Ha OCHOBaHUM e€ro
cornacus.

3. Mpn obpaboTke [MepcoHanbHbIX AaHHbIX

obecneumBaeTcs WMX aAeKBaTHOCTb W
peneBaHTHOCTb MO OTHOLLEHMIO K LieNsiM,
AN KOTOPbIX OHM cobupatoTcs  mnn
pfanee obpabaTbiBaloTCS.
O6pabaTbiBaeMble MNepcoHanbHble
JAHHbIE  HE  [OO/MKHbI  ABASATbCS
M36bITOYHBIMA MO OTHOWEHU K
3asB/IEHHbIM LensM 06paboTku.

KoMnaHus obecneunsaer, yTO
O6pa66TbIBaEMble eto [lepcoHanbHble
OaHHbIE!

1) aBnsAlOTCA  TOYHBIMM WU,  NpU
HeobxoAMMOoCTN, OBHOBNAIOTCS;

2) xpaHsitTcs B hopMe, MNO3BONSAOLLLEN
naeHtndunumposatb CybvekTta M4,
He [osblle, YeM 3TO Heobxoanmo
ans Lenen, B KOTOPbIX
MNepcoHanbHble  AaHHble  6binn
cobpaHbl WM B KOTOPbIX OHM B
AanbHenwem obpabaTbiBatoTcs.

Ob6paboTka [lepcoHanbHbIX  AAaHHbIX,
MofyYyeHHbIX KomnaHueln, BO  Bcex
CNy4Yasix OCYLLECTBNSETCS MO yKa3aHWIO
KomMnanmm  nmbo Ha  OCHOBaHuM
COOTBETCTBYIOLLErO TpeboBaHus
NPUMEHNUMOro 3aKOHOAATENbCTBA.

oT KoMnaHun ceeaeHus o cobmpaeMbix u
obpabaTtbiBaeMbIx MepcoHanbHbIX
[AHHbIX, OTHOCSALUMXCS KHEMY, @ TakxXe
TpeboBaTb OT KoMnaHuu ucnpasnsTh,
yaansTb nnu 6nokmMpoBaTb
MNepcoHanbHble AaHHbIE.

AaHHble 2. The Personal Data are processed

by the Company for specified,
explicit and legitimate purposes
according to the Personal Data
Subject rights based on his or her
consent.

3. In the course of processing of the

Personal Data, it is ensured that
they are adequate and relevant in
respect of the purposes they are
collected for or are further
processed; the Personal Data
being processed must not be
excessive in respect of the
declared purposes of the
processing.

4. The Company ensures that the

Personal Data being processed by
it are:

1) accurate  and
whenever necessary;

updated,

2) keptin the form that allows to
identify a Personal Data
Subject no longer than it is
required for the purposes the
Personal Data were collected
for and for which they are
further processed.

5. The Personal Data received by the

Company are, in all cases,
processed at the request of the
Company or on the basis of the
relevant requirement of the
applicable legislation.

6. CybbekT N[ Bnpase no 3anpocy nonyyate 6. The Personal Data Subject has the

right to request the Company to
provide information on the
Personal Data related to him/her
being collected and processed, as
well as require the Company to
correct, delete or block Personal
Data.



Fnasa 3. Lilenn n cpokun 06paboTkm
MepcoHanbHbIX AAHHbIX

Chapter 3. Purposes and period
of Personal Data processing

1. O6pabotka [epcoHanbHbiX AaHHbIX 1. Processing of Personal Data means

nogpasymMeBaeT  Noboe  AencTeme
(onepauuto) nnm COBOKYMHOCTb
aevncTemMnM  (onepaunin) B OTHOLUEHUM
MepcoHanbHbIX AaHHbIX, COBEPLLAEMbIX C
MCMOSIb30BaHMEM cpeacTs
aBTOMaTu3auum nnm 6e3 TakoBoro, B TOM
ynucne cbop, 3anucb, CUCTEMATU3ALIMIO,
XpaHeHue, aganTaumio WK M3MeHeHue,

n3BreyeHne, NCNosb30BaHue,
packpbiTHe nyTem nepenayu,
pacrnpocTpaHeHue nnm NHOEe
NpefoCTaB/ieHNe,  pPerynumpoBky  Wan
KoMbuHaumio, 6noknpoBaHue,

obe3nnumsaHme nnn
lMNepcoHanbHbIX AaHHbIX.

YHUYTOXEHNE

2. [lepcoHarnbHble AaHHble CobUpaloTCs U

obpabaTtbiBatoTcas  KomnaHuen  ans
KaXkZI0M U3 cneayowmx Leneu:

1) npucoeamMHeHne K  PernameHTty
OoKasaHus 6pokepcknx (areHTCKux)
YyCNlyr Ha pblHKE UeHHbIX 6ymar
KomnaHun, yTBep>XgaeMoMmy BpeMmsi
OT BpeMeHn peweHvem CoBeTa
AVPEKTOPOB KomnaHun
("PernameHT");

2) okazaHve KoMnaHuen KIWEHTYycnyr,

npeaycMOTPEHHbIX

JlnueH3nen, B COOTBETCTBUM C
ycnoBusiMu PernameHTa;

3) 6uomeTpuyeckas waeHTUDUKaUmS
K/IMeHTa (ero areHToB n
npeacTaBuTenen) npu
YCTQHOB/IEHMM C HWUM  [OENOBbIX
OTHOLLEHMI AVNCTaHUMOHHbBIMK
cnocobom, a TaKkxe npu
npenocTaBeHNN KoMnaHwuen

any action (operation) or set of
actions (operations) in relation to
the Personal Data, whether or not
by automatic means, including
collection,recording, organisation,
storage, adaptation or alteration,
retrieval, use, disclosure by
transmission, dissemination or
otherwise  making available,
alignment or combination,
blocking, erasure ordestruction of
the Personal Data.

The Personal Data are collected
and processed by the Company
for each of the following
purposes:

1) accession to the Company’s
Regulations on the Provision
of Brokerage (Agency)
Services in the Securities
Market approved from time to
time by resolution of the
Board of Directors of the
Company (the "Regulations");

2) provision of the services
specified in the License to the
client by the Company
according to the terms of the
Regulations;

3) biometric identification of the
client (his/her agents and
representatives) when
establishing business
relations with him/her
remotely, as well as in the

course of provision of
electronic services by the



4)

SJIEKTPOHHbIX YCNyr B COOTBETCTBUN
C yCnoBusiMn PernameHTa;

BHYTPEHHMI KOHTPO/Ib, MOHUTOPWHT
M Yy4yeT  yCIyr, OKa3blBaeMbIX
KoMnaHuel KNMEeHTY B COOTBETCTBUM
C ycnoBusimm PernameHTa;

5) OCyLIecTBNeHUEe B COOTBETCTBUU C

6)

7)

8)

9)

TpeboBaHMAMM NPUMEHMMOTO
3akoHoaaTenbcTBa KomnaHven B
KayectBe cybbekTa (MHAHCOBOMO
MOHWUTOPWHra Haanexaluen
NpOBEPKN KNneHTa (ero areHToB W
npeacTaBuTenen) npu
YCTaHOB/IEHWUN AENO0BbIX OTHOLIEHWN

M OCYLUECTBNIEHMM KJIMEHTOM
CHENOK;

obecneyeHne cobntoaeHus
3aKOHOAATeNbHbIX TpeboBaHW,

npuMeHuMMbIX K KomnanHmm u ee
apPUNMpoBaHHbLIM NNLAM;

pa3paboTka W ynydweHue YCayr,
npeaocTaBnsieMbix KoMmnaHuen u ee
adPUNMpoBaHHbLIMK NNLAMN;

pa3pabotka KomnaHuen u ee
adhdunnMpoBaHHbIMU muamm
MapKETUHIOBbIX M PEK/TAaMHbIX

aKUMA, AN MapKeTUMHIOBbIX LENen,
npoBeaeHns akumn,
npeaocTaB/ieHns (nepecobinkn)
KNNeHTy ntobbIX MHGMOPMALMOHHBIX
MaTepuanos;

OCYLLIECTBIEHNE KoMnaHuen
MeponpUaTUI (obsi3aHHOCTEN),
CBSI3aHHbIX o
naeHTUMKaumen/ayTeHTudmKaume
i/aBTOpu3aumen  kaveHTa  (ero
areHToB W npeacraBuTenen) U
NpOBEPKOM AOCTOBEPHOCTU
(KOppeKTHOCTH)

npeanocta BNE€HHbIX/UCMON b3yEMbIX

4)

internal control,

Company according to the
terms of the Regulations;

monitoring
and accounting of the services
provided by the Company to
the client according to the
terms of the Regulations;

5) performance of due diligence of

the client (his/her agents and
representatives) by the
Company as a financial
monitoring entity pursuant to
the requirements of the
applicable legislation when
establishing business
relations and carrying out of
transactions by the client;

6) ensuring compliance with the

7)

legislative requirements
applicable to the Company
and its affiliated persons;

development and
improvement of the services
provided by the Company and
its affiliated persons;

8) development of the marketing

9)

and advertising campaigns by
the Company and its affiliated

persons for marketing
purposes, running of the
campaigns, provision

(sending) of any information
materials to the client;

performance of actions
(obligations) by the Company
associated with
identification/authentication/
authorization of the client

(his/her agents and
representatives) and
verification  of whether



knueHToM/ KoMnaHuewn cseaeHui/
NaHHbIX/ anroputmos/ konoB/

CcMMBOJIOB/ naeHTudukaTopos/
HOMepoB WM npo4vee (B TOM 4ucne,
nyTem Nnosy4YeHns/cBepKkn

MepcoHanbHbIX AaHHbIX W WHbIX
CBEAEHUI 13 AOCTYNHbIX KoMnaHum),
B UeNsX MWHMMM3aUMM  puckKa
HECAHKLMOHMPOBAHHbIX Ornepaunin B
COOTBETCTBMM  C  MPUMEHMMbBIM
3aKOHOAATENBCTBOM U YC/IOBUSAMM
COOTBETCTBYIOLIMX AOrOBOPOB;

B3aumogencteme KomnanHmm C
TPETbMMWN NNLIAMWN, KOTOPbIE UMELOT
M/Mnn MOryT MMETb OTHOLUEHME K
3aK/IIOYEHMIO  U/WNN  UCTOJTHEHMIO
n/vnn  obcnyxmeBaHuio  NO6bIX
caenok/onepaunii,  3aK/IOYEHHbIX
(koTopble, BO3MOXHO, 6yayT
3aK/IOY€EHbI) B paMKax
B3aMMOOTHOLUEHMIN  K/IMEHTA U
KoMnaHuu;

npenocTasneHne KoMnaHwuewn
OTYETHOCTM  U/UAn  MHpOopMaLUnn
YNO/THOMOYEHHbIM
rocy4apCTBEHHbIM opraHam,
opraHaMm  MOUA, ayauTopcKum,
KOHCaNTUHIOBbIM,  OLEHOYHbIM U
WNHbIM NpogeccMoHasnbHbIM
opraHusauusM, ad@uanpoBaHHbIM
nvuam KomnaHum, onepatopam 6a3
[AHHbIX, onepaTopam CBSA3N,
KOHTpareHTaM KomnaHum, a Takxke
nony4yeHne KomnaHuen OTYETHOCTU
n/vnn nHbOpMauMM OT yKa3aHHbIX
nmu;

npepoctaBneHne  [lepcoHasnbHbIX
AaHHbIX addUIMPOBaHHBIM NULAM
KoMnaHuu n TpeTbuM nnuam B Lensax

information/ data/
algorithms/ codes/ symbols/
identifiers/ numbers and
others provided/used by the
client/Company are reliable
(correct) (including by way of
receipt/reconciliation of
Personal Data and other
information available to the
Company ) with a view to
minimizing a risk  of
unauthorized operations in
accordance with the
applicable legislation and
terms and conditions of
relevant contracts;

10) interaction of the Company

with third parties which
have/or may have relation to
the conclusion and/or
execution and/or servicing of
any transactions/operations
concluded (which will be
probably concluded) as part
of the client and the Company
relationship;

11) provision of reports and/or

information by the Company
to the authorized state
bodies, the AIFC bodies,
auditing, consulting, appraisal
and other professional
organizations, affiliated
persons of the Company, data
operators, communication
operators, Company’s
counterparties, as well as
receipt of the reports and/or
information by the Company
from the said parties;

12) provision of Personal Data to

affiliates of the Company and
third parties to implement



17) npepocTtaBneHune

peanusaumMn  COTpyAHMYecTBa B
obnactu NMHMOPMALIMOHHBIX
TEXHONOrNN, NH(POPMALIMOHHOM
6e3onacHocTn " MHTEerpaumm
MHPOPMALIMOHHBLIX ~ aKTUBOB C
yyeToM TpeboBaHMMN MNPUMEHMMOro

npaBa Ans obecneyeHns okaszaHus

ycnyr C NCMNO/Ib30BaHNEM
COBPEMEHHBbIX  MH(MOPMALMNOHHbIX
TEXHOMOMN;

13) BO3MOXHas  ycTynka npas Mo
PernameHTy;

14) cobntogeHune KoMmnaHwnen
TpeboBaHWi NPUMEHUMOro

3aKOHOAATENbCTBA MO XPAHEHWUIO U
YUYeTy CBeAeHU U MHbopMaLum;

peanu3auus cynebHou n
BHecyaebHow 3aWunThI npaB
KoMnaHuu B criydae BO3HUKHOBEHMS
CMOPOB, CBSI3aHHbIX C WUCMONHEHNEM
0653aTenbCTB,  NpPeayCMOTPEHHbIX
PernameHTOM, B TOM 4MCIe B C/lyYae
BO3HUKHOBEHMSI CMOPOB C TPETbUMM
NMUaMM Mo BOMPOCaM  OKa3aHMst
ycnyr KomnaHuu;

16) obmeH WHdopMauuen B CBA3M C

pacCMOTpeHVEM obpalleHun,
anob, npeanoXeHun KIWeHTa W
NpeaoCTaBieHMEM OTBETOB Ha HUX,
B TOM uucne npu nepegade
(nonyyenun) KOppecnoHAeHunn
(noutbl) Aansa otnpasBku (AOCTaBKU
WU NONyYeHUs) NOCPeACTBOM yCnyr
NOYTbI, KYPbEPCKOMN CNYXO6bl;

KomnaHwen
KNMeHTY ntobbIX MHMOPMaLMOHHbIX
mMaTepuanos, B TOM u4ucrie O
npoaykTax u ycnyrax KomnaHwuw,
NOCpefACTBOM  yBeAOMSIeHus  C
MCNONb30BaHNEM TenedoHHOM

13)

14)

15)

16)

17)

cooperation in the field of
information technology,
information  security and
integration of information
assets, subject to the
applicable law, to ensure the
provision of services using
modern information
technologies;

possible assignment of rights
under the Regulations;

the Company’s compliance
with the requirements of the
applicable legislation  for
retention and accounting of
data and information;

exercise of the judicial and
non-judicial protection of the
Company’s rights in case of
occurrence disputes related to
the fulfilment of obligations
stipulated by the Regulations,
including in case of
occurrence of disputes with
the third parties regarding the
provision of services by the
Company;

exchange of information due
to consideration of
applications, complaints,
proposals of the client and
provision of replies to them,
including when handing over
(receiving)  correspondence
(mail) to be sent (delivered or
received) by post, courier;

provision of any information
materials to the client by the
Company, including those
about products and services
of the Company by way of



CBsA3H, 3ﬂeKTpOHHOl‘;1 MOYThl, @ TaKXeE
Mo6bIX  UHbIX AOCTYMNHbIX KaHaloB
CBsA3U, BK/1HOYad I'IpFlMOﬁ MapKETUHTI,

18) nposeaeHve paboTHMKamMu
KoMnaHum BHYTPEHHWUX MpPOBEPOK U
paccneioBaHNi;

19) wucnonHeHne KoMnaHuen nobbix
MHbIX TpeboBaHWA MPUMEHMMOIO
3aKoHOAATeNbCTBA.

3. [lepcoHanbHble AaHHble
obpabaTbiBatoTcs KoMnaHueln B TeueHue
BCEMO CpOKa CyLIECTBYIOLWMX Mexay
CybbekTom na n KoMnaHuen
MPaBOOTHOLWIEHNA, BO3HUKAOLWIMX Ha
OCHOBaHMM PernameHTa, W XpaHSATCA
KoMnaHven Ha nobbix  HOCUTENSIX
(NeKkTpoHHOM, ByMakHOM 1 (UN) MHOM
MaTepuasibHOM HOCUTENE) B Te4yeHue
Tpex NeT  nocne  npekpalweHus
npaBooTHoweHn Cybbekta MO ¢
KomnaHuen.

FnaBa 4. Knaccudpumkaumsa
MepcoHanbHbIX AaHHbIX U Cy6bekToB

na

1. KomnaHusa pasnudaeTt [lepcoHasnbHble
AaHHble n KoHduaeHumnanbHble M4, npu
3ToM KOMMaHuMa He  OocCyLllecTBnseT
06paboTky KoHdpuraeHumanbHbix MA.

2. KomnaHus ocywectsnset o06paboTky
MepcoHanbHbIX  AAHHbLIX  Crleaylowmx
knaccoB CybvekTos IN/:

1) dusmyeckme nuua, SABASOLMECS
nosb3oBatensamMmu MIHTepHeT-pecypca
Komnanuu (ffin.global);

notification by telephone,
email, as well as any other

available communication
channels, including direct
marketing;

18) performance of internal
inspections and investigations
by the Company’s employees;

19) fulfillment of any other

requirements of the
applicable legislation by the
Company.

3. The Personal Data are processed
by the Company during the entire
period of existing legal relations
between the Personal Data
Subject and the Company
occurring on the basis of the
Regulations and are retained by
the Company on any media
(electronic, paper and (or) other
tangible media) during three
years after termination of the
legal relations between the
Personal Data Subject and the
Company.

Chapter 4. Classification of
Personal Data and Personal Data
Subjects

1. The Company differentiates
between the Personal Data and
the Sensitive Personal Data, but
the Company does not processthe
Sensitive Personal Data.

2. The Company processes the
Personal Data of the following
categories of the Personal Data
Subjects:

1) individuals who are the users
of the Company’s Internet
resource (ffin.global);



2) dusnyeckne nua,
HaMmepeBaloLWmMecss MNpUCOeANHUTHCS
K PernameHTy;

3) dusnyeckme nvua, SBnSKOWMECS
KnneHTamm  KomnaHuun, wn  ux
npeacTaBuTenu;

4) dusnyeckme nuua, ABSKOWMECS
paboTHMkamn  KomnaHum, un  ux
61mn3Kne poaCTBEHHUKN;

5) dwusnyeckne nvua,
OCyLLEeCTBASOLME BbINOJSIHEHME
paboT wunM oKasaHue ycnyr wu
3aK/TH0UMBLLME C KoMnaHuen
[OrOBOp rpakaAaHCKO-NpaBOBOro
XapakTepa;

6) du3myeckne nuua, BXoaswWwME B
opraHbl ynpasneHuss KomnaHum;

7) ¢wusnyeckne nuua, lNepcoHanbHble
[laHHble KOTOpbIX 06Lea0CTYMHbI, a
nx 0bpaboTka He HapyLLaeT ux Npas
M  cooTBeTCcTBYeT TpeboBaHuAM,
YCTaHOB/EHHbIM NPUMEHUMbIM
3aKOHOAATeNbCTBOM;

8) dwusnueckme nuua, aBAKKOLWMECS
addnnMpoBaHHbIMU nuamum
KoMnaHuu;

9) WHble dun3mnyeckune nmua,

Bblpa3uBLUME cornacme HaobpaboTky
KoMnaHwuewn nx  llepcoHanbHbIX
[AHHbIX.

Fnasa 5. Cornacue Cybbvekrta MNA

KoMnaHua B pamkax OCyLleCTBAeHUS
CBOEW  OesiTeNbHOCTW, C  Y4EeTOM
NpuHUMNOB 06paboTkn [NepcoHanbHbIX
AAHHbIX, YCTaHOB/IEHHbIX HACTOsILLEN
Monutukon, a Takxe TpeboBaHMI
NPUMEHNMOTO 3aKOHOAATENbCTBA,
obecneumBaeT noslydeHnme cornacus

2) individuals who intend to
accede to the Regulations;

3) individuals who are the
Company’s clients and their
representatives;

4) individuals who are the

Company’s employees and
their close relatives;

5) individuals who provide works
or services who had
concluded a civil contract with
the Company;

6) individuals who are members of
the Company’s governing
bodies;

7) individuals whose Personal
Data are publicly available
and processing of such data
does not breach their rights
and complies with the
requirements stipulated bythe
applicable legislation;

8) individuals who are affiliated
persons of the Company;

9) other individuals whoexpressed
consent for theirPersonal Data
to be processed by the
Company.

Chapter 5. Consent of the

Personal Data Subject

1. In the course of its business and
having regard to the Personal
Data processing principles set by
this Policy, as well as the
requirements of the applicable
legislation, the Company ensures



CybvekToB N[ Ha cneayowme AencTBus
KoMnaHuu:

1)

2)

3)

cébop wn ob6paboTka KomnaHuen
MepcoHanbHbIX AaHHbIX KakK Ha
6yMaxHbIX HOCUTENsiX, Tak W B
3NEeKTPOHHOM ¢hopMmaTe, B MaccmBax
(Habop AaHHbIX, MO3BONSIOWMA MO
Kakon-nnbo BennumnHe (napameTpy)
HaWTW COOTBETCTBYIOLME AAHHbIE) U
(wnn) 6a3ax gaHHbIX KoMnaHuu;

nepenaya KoMnaHuen
MNepcoHanbHbIX [AaHHbIX
aPUNMPOBaHHbLIM  OpraHn3aumsM
KoMnaHmm n MHbIM TpeTbMM nnuam,
Koraa ux npepocrasneHneTpebyetcs
B COOTBETCTBUM C TpeboBaHMAMM
NPUMEHNUMOI0

3aKOHOAATeNbCTBA MU UCMONTHEHNS
obs3aTensCTB  NO  A0roBopy C
yKa3aHHbIMM TPETbUMU NNLLAMU, NPU
3TOM KomnaHus obszyeTcs
TpeboBaTb OT YKasaHHbIX 1y
obecneunTb KOHPUAEHUMANBHOCTb

nepeaaHHbIX MNepcoHanbHbIX
[AHHbIX; U

npm HeobxoanMocCTu
TpaHCrpaHn4yHas nepegada

KoMnaHwuew MNepcoHanbHbIX AaHHbIX,
TO ecTb nepepadva [lepcoHanbHbIX
[AAHHbIX Ha TEPPUTOPUIO
MHOCTPAHHbIX rocyaapcTs, B TOM
yncne rocyAapcrs, He BXOASALIMX B
CNWUCOK OPUCAMKLUMIA C aieKBaTHOM
CTEMNEHbIO 3alUMTbl, YCTAHOBMEHHbIN
MNpaBunamu no 3awmTe gaHHbIX N9 1,
npuHATBIMM MOLIA 22 gaHBapsa 2018
roaa.

that a consent of the Personal
Data Subjects is granted for the
following actions of the Company:

1) collection and processing by
the Company of the Personal
Data both in paper and
electronic form, in data arrays
(a set of data which allows to
find the corresponding dateby
a specific value (parameter))
and (or) databases of the
Company;

2) transfer of the Personal Data by
the Company to the affiliated
organizations of the Company
and other thirdparties, when
such data mustbe provided in
accordance with the
requirements of the
applicable  legislation  or
fulfilment of  obligations
under the contract with the
specified third parties; in
doing so, the Company
undertakes to request the
said entites to ensure
confidentiality of the provided
Personal Data; and

3) cross-border transfer of the
Personal Data by the
Company, whenever
necessary, i.e. transfer of the
Personal Data to the
territories of foreign states,
including the states not in the
list of the jurisdictions having
an adequate level of
protection established by
Data Protection Rules No.1

adopted by the AIFC on 22
January 2018.



FnaBa 6. YBeaomnenune Cybbexra N

3a MCKNKOYEHMEM  CNyyaeB, Koraa
KomMnaHus pa3yMHO nMonaraeTt, 4Tto
CybbekTy MM Takas uHdopMaums yxe
n3BecTHa (HanpuMep, B CUY BKITIOYEHUS
ee B PernameHT, ¢ koTtopbiM CybbekT M/

O3HaKOMJIEH), KomnaHus
npegocraenseT CybbekTy na
cneayoLlyro NHbopMaumIo

HE3aMeAJINTENBbHO MNOC/E Ha4alla c6opa
MNepcoHanbHbIX AAHHbIX:

1) cBepeHus,
KomnaHwuio;

naeHTUGUUMpYtoLme

2) uenn 06paboTku,
cobupatoTcs
[aHHbIE;

AN KOTOpoW
lNepcoHanbHble

3) wuHdopMauus, Heobxoaumas Ans
obecneyeHus CnpaBeaMBon
06paboTkn [MepcoHanbHbIX AaHHbIX
(c y4yeToMm KOHKPETHbIX
obcToATENLCTB cbopa
MNepcoHanbHbIX AaHHbIX), B TOM
4yncne, Hanpumep:

(@)

nonyyartrenu NepcoHanbHbIX
OaHHbIX UJTN UX KaTEropun,

(b) ykazaHue o TOM, ABAAKOTCA NK
OTBETHI Ha BOMpPOChI
obs3aTenbHbIMU nunm

onuunoHaibHbIMU,

(c) npaBa Cybbekta N[ nony4yatb
cBegeHna o  [lepcoHanbHbIX
[AAHHbIX, UCNPaBNsATb, YAANSATb
nnm 61okmpoBaTb
[NepcoHanbHble AaHHbIE;

(d) wuHdopMaums o ToMm, byayT nu
MNepcoHanbHbIe [aHHbIE

Chapter 6. Notifying Personal

Data Subject

1. Except for the cases when the
Company reasonably believes that
the Personal Data Subject is
already aware of such information
(e.g., because it was included in
the Regulations read by the
Personal Data Subject), the
Company provides the Personal
Data Subject with the following
information immediately after the
collection of the Personal Data has
been initiated:

1) the Company's identification
information;

2) the purposes of processing for
which the Personal Data are
collected;

3) information required to ensure
fair Personal Dataprocessing
(having regard to particular

Personal Data collection
circumstances), including, for
example:

(a) recipients of PersonalData
and categoriesthereof;

(b) specifying whether
answering of questionsis

mandatory oroptional;

(c) rights of the Personal
Data Subject to receive
information about
Personal Data, correct,
delete or block Personal

Data;
(d) information about
whether the Personal



MCrnonb3oBaTbCa  ANs  Uenen
NPsSIMOro MapKeTUHra;

(e) 6yayt nu cobnogaTtbCs npu
obpaboTke obwme TpeboBaHus
K obpaboTtke [lepcoHanbHbIX
AAHHbIX MK TpeboBaHua K
obpaboTke
KoHduraeHumnanbHbix MA.

2. YBegomneHus CybvekTa [ ocseaeHusx,
YKa3aHHblX B  NyHKTe 1 Bbllwe,
OCYLLECTBJISIETCA MyTeMnpeaocTaB/eHns
COOTBETCTBYyOWEN WHGpOpMaUuM  Ha
NHTepHeT-pecypce KomnaHuu
(ffin.global) nnm cnocobamu,
onpeneneHHbiMn B PernameHTe.

FnaBa 7. BegeHue 3anucei no
onepaumam c lNepcoHasnbHbIMU
AaHHbIMMU

1. KoMnaHwus XpaHuT cneaytoLme 3anncu ob
onepaumMsx, Kacawlwmuxcs 06paboTku
MepcoHanbHbIX [aHHbIX, COBEPLUEHHbIX
KoMnaHuen nnm ot ee UMEHMU:

1) onwucaHue onepaumi no obpaboTke
MNepcoHanbHbIX AaHHbIX;

2) obbsicCHEeHMe uenu onepauni no
o0b6paboTke MNepcoHanbHbIX AaHHbIX;

3) nuyHocTb CybbekToB M/, K KOTOpbIM
OTHOCATCA [lepcoHanbHble AaHHbIE
win, ecnn  onepauMu  KacatoTcs
knacca CybvektoB [1[, onucaHue
knacca CybwvekTos N/;

Data will be used for the
direct marketing
purposes;

(e) whether the Personal
Data processing general
requirements or the
Sensitive Personal Data
processing requirements
will be observed in the
course of processing.

2. Notifying a Personal Data Subject

of the information mentioned in
clause 1 hereof is done by way of
publication of the relevant
information on the Company’s
Internet resource (ffin.global) or
communication methods defined
by the Regulation.

Chapter 7. Recordkeeping of
Personal Data operations

1. The Company retains thefollowing

records of the Personal Data
processing operations carried out
by the Company or onits behalf:

1) description of the Personal
Data processing operations;

2) explanation of the purpose of
the Personal Data processing
operations;

3) identities of the Personal Data
Subjects which Personal Data
are related to or, in case
operations pertain to the
category of the Personal Data
Subjects, description of the
category of the Personal Data
Subjects;



4) onucaHue knacca obpabaTbiBaeMbIX

MepcoHanbHbIX AaHHbIX;

5) cnucok topucaAMKUMA 3a npeaenaMu

Tepputopun  MOLIA, Ha KoTOpble
Komnauuss nepepaetr wim 6ypet
nepegasaTtb lNepcoHanbHble
AaHHble, @ TaKXe, MO KaXaou wu3
TaKUX IOPUCAMKUNA, CBEAEHUS O
TOM, UMEET /1M JAaHHas IopUCOnNKLMS

aeKBaTHYID  CTeneHb  3aluThl
MNepcoHanbHbIX [AaHHbIX B
COOTBETCTBMM C  TpeboBaHWUSIMU

MonoxeHnsa no 3awmTe AAHHbIX
N 10, npuHsaToro MOUA 20
Aekabpsa 2017 ropa.

Nnasa 8. YBegoMmnenuns Komuccapa

1.

KoMnaHus
KoMuccapa

065a3aHa
0 jeTansax

YBEOM/IATb
CneayoLLmx

ornepauuin no obpaboTtke MepcoHanbHbIX

A@HHbIX,
COBEpLLEHbI

KoTopble Obln wnnu  6yayT
KoMnannen wnn oT ee

NMEHN:

1)

2)

nobas onepaums no obpaboTke
KoHduaeHumnanbHbix M4 (nnv Habop
TaKuX onepauum);

nobas onepaumss no obpaboTke
MNepcoHanbHbIX AaHHbIX (MK Habop
TaKNX onepauun),
npegycMaTtpusatoLas nepegavy
MNepcoHanbHbIX [aHHbIX
nonyyaTento, HaxoAsweMycs Ha
Tepputopum tOpUCANKLNK 3a
npegenamu Tepputopun MOLIA,ecnu
Takas  IOpUCOMKUMS  HE  UMeeT
afleKBaTHOM  CTEMeHM  3aluTbl
MepcoHanbHbIX [AAHHbIX B
COOTBETCTBMM  C  TpeboBaHUSMM
MonoxeHnss nNo 3aluTe AaHHbIX

4) description of the category of
the Personal Data being
processed;

5) list of the jurisdictions outside
AIFC where the Company
transfers or will betransferring
Personal Data to,as well as
information about each of
such jurisdictions as to
whether a particular
jurisdiction has an adequate
level of the Personal Data
protection pursuant to the
requirements of Data
Protection Regulations No.10
adopted by the AIFC on 20
December 2017.

Chapter 8. Commissioner
notifications

1. The Company is obliged to notify
the Commissioner of details of the
following Personal Dataprocessing
operations which wereor will be
performed by the Company or on
its behalf:

1) any Sensitive Personal Data
processing operation (or a set
of such operations);

2) any Personal Data processing
operation (or a set of such
operations) which provides for
transfer of the Personal Data to
a recipient located in the
jurisdiction outside AIFC in case
such jurisdiction does not have
an adequate level of the
Personal Data  protection
pursuant to the requirements
Data Protection Regulations

No.10 adopted by the AIFC on
20 December 2017.



N2 10, npwuHsTOrO
Aexkabps 2017 roaa.

MOLA 20

2. YBegoMmseHue B OTHOLEHUU onepaumﬁ no

obpaboTtke  llepcoHanbHbIX  AaHHbIX
AOJTHKHO BK/IHOYATb cneayouyro
NHMOPMaLMIO:

1) obwee onucaHne onepauui no
06paboTke MepcoHanbHbIX AaHHbIX;

2) obbscHEeHVMEe uenu onepauui no
obpaboTke MNepcoHanbHbIX AAHHBIX;

3) nnyHocTb CybbekToB M/, K KOTOpbIM
OTHOCATCS [lepcoHanbHble AaHHbIE
wnu, ecnm onepauumn  KacarTcs
knacca CybvekTtoB [1[, onucaHue
knacca CybwvekTos MN/;

4) onucaHue knacca obpabaTbiBaeMbIX
MepcoHanbHbIX AaHHbIX;

5 opucavkuuMmM  3a  npeaenaMu
Tepputopun MOLA, Ha KoTOpble
KomnaHns nepepaetr wnu  6ypet
nepegasaTtb lNepcoHanbHble
JaHHble, @ TaKXe, MO Kaxaon wus
TaKUX IOPUCAMKUNA, CBEAEHUS O
TOM, UMEET NN AaHHas IoPUCAMKUUS

afleKBaTHYIl0O  CTeneHb  3aluThl
MepcoHanbHbIX [AHHbIX B
COOTBETCTBMM C  TpeboBaHMSIMU

MonoxxeHns no 3awwmTe AaHHbIX
N° 10, npuHatoro MOUA 20
Aekabps 2017 roaa.

3. YBegomneHue o6 onepaumsix noobpabotke

MepcoHanbHbIX AaHHbLIX AO/MKHO 6biThb
npepoctaBneHo Komuccapy He nosaHee
14 kaneHgapHbIX AHEM MNocne Havana
onepauun, M, B Ciy4yae ecnuM Takue
onepauum

2. Notification in respect of the
Personal Data processing
operations must include
information as follows:

1) general description of the
Personal Data  processing
operations;

2) explanation of the purpose of
the Personal Data processing
operations;

3) identities of the Personal Data
Subjects which the Personal
Data are related to or in case
operations pertain to the
category of the Personal Data
Subjects, description of the
category of the Personal Data
Subjects;

4) description of the category of
the Personal Data being
processed;

5) jurisdictions outside AIFC,
where the Company transfers
or will be transferring Personal
Data to, as well as information
about each of such jurisdictions
as to whether such jurisdiction
has an adequate level of the

Personal Data  protection
pursuant to the requirements of
Data Protection Regulations

No.10 adopted by the AIFC on
20 December 2017.

3. Notification of the Personal Data
processing operations must be
submitted to the Commissioner
not later than 14 calendar days
after the commencement of
operations, and in case such



npogoskatoTca 6onbllue roga c AaThl
YBEAOM/IEHUS, KaXXAblA MOCneayoLwwnii
roq B AaTy NpeaocTaBfieHUst MepBOro
yBEAOMJIEHNS.

4. Komnahusa ysegomnser Komuccapa 06

M3MEHEHNN CBeAEHMIN 06 onepaumsix no
obpaboTke [lepcoHasnbHbIX  AAHHbIX,
yBeaOM/leHMe O  KOTOpbIX  6blio
HanpasneHo KoMuccapy, He no3aHee 14
AHEN C AaTbl UX U3MEHEHWS.

FnaBsa 9. 3aknounTenbHbIE
NnoNoXeHUs

OTBETCTBEHHOCTb 3a HeHaanexallee

ncrnonHeHne TpeboBaHUA  HACTOSILLEN
MonntTukn  BO3NaraeTcsd Ha  BCeX
paboTHMKOB  KoMnmaHuM,  MMetoWwmx

poctyn K [lepcoHasnbHbIM [AaHHbLIM B
paMKax BbINOJ/IHEHUA CBOUX
AOJHKHOCTHbIX 06513aHHOCTEMN.

Bonpocbl, He  yperynMpoBaHHble
HacTtoswen [MonutukoKr,  noanexar
pa3peLlEHNIO B COOTBETCTBUM C HOPMaMu
NMPUMEHUMOrO MpaBa W/UNN BHYTPEHHUX
HOPMATUBHbIX AOKYMEHTOB KoMnaHuu.

operations will last more than a
year since the day of notification -
every following year on a day
when the first notification was
provided.

The Company notifies the
Commissioner of changes in
information about the Personal
Data processing operations no
later than 14 days since the day of
the changes.

Chapter 9. Final provisions

1.

Responsibility  for  improper
fulfillment of the requirements
hereof shall rest with all the
Company’s employees having
access to the Personal Data as
part of performance of their job
duties.

2. Issues not regulated by this Policy

shall be solved in accordance with
the provisions of the applicable
law and/or internal regulatory
documents of the Company.



